
PRIVACY POLICY – EXTRACT 
Due to legal reasons, the official version of the Privacy Policy is available in Hungarian               
version. 
 
On 25th May 2018. GDPR policy has been ratified in the European Union, valid for Hungary.  
 
Happybounce.hu (herewith: website) is operated by Happy Bounce Bt., respecting the           
constitutional rights regarding the protection of personal data. Happy Bounce Bt. assures that             
all data will be handled strictly according to the rules and regulations valid at all times.  
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7. GOOGLE ANALYTICS 
8. MISCELLANEOUS 
 

1. OBJECTIVE 

A Happy Bounce Bt. (2097 Pilisborosjenő, Kendermag u.8/2.) (herewith: Data Manager)           
accepts responsibility as data manager, and undertakes to adhere at all times to the rules and                
regulations of the European Union as well as Hungarian law.  

Data Manager undertakes to keep its official privacy policy updated at all times. The official 
privacy policy can be reached at: 
https://happybounce.hu/wpcontent/uploads/2020/03/happybounce_adatkezelesi_tajekoztato.p
df 

Data Manager maintains the right to amend the Privacy Policy as it deems fit. Should you                
have further questions regarding the Privacy Policy you can contact us and our colleagues will               
get back to you as soon as possible. 

 

2. DATA MANAGER 

Title: Happy Bounce Bt  
Seat: H-2097 Pilisborosjenő, Kendermag str. 8/2. 
Registry number: 13-06-067063 
VAT number: 22542472-1-13 
Registrar: Budapest – Metropolitan Court of Registry 

https://happybounce.hu/wpcontent/uploads/2020/03/happybounce_adatkezelesi_tajekoztato.pdf
https://happybounce.hu/wpcontent/uploads/2020/03/happybounce_adatkezelesi_tajekoztato.pdf


3. DATA MANAGEMENT 

3.1. Data management with regards to order taking 

3.1.1. Use of data collected 

Personal data Objective of data collection 

First- and last name identification of person requesting service, invoicing      
data 

Address, ZIP code, town, street,     
number invoicing data 

Cellular number contacting and informing the person requesting      
service 

Email address contacting and informing the person requesting      
service 

 

3.1.3. Duration of data usage 

With the exception of invoice retaining regulations, all personal data will be retained for 5               
years, in order to be able to handle claims and requests. Data handling duration is specified                
under the 2013. V. Law of Civil Code.  

Information provided during order taking and request for more information can be erased             
upon request from the user within 30 days. In case a business relationship is requested within                
a year, all personal data will be erased automatically.  

3.2.3. Duration of usage of invoicing data 

Invoices must be retained for 8 years from the date of invoice according to the Accounting                
Code, 166. § (6) and 169. § (1) 

3.3. Data processing 

Data processor of Data Manager is EV2 Internet Kft. 
Seat: 1149 Budapest, Róna út 120-122 
VAT number: 13335072-2-42 
Registry number: 01-09-987250 
Website: www.cnapel.hu 
Email address: info@cpanel.hu  
https://cpanel.hu/gdpr/  
Mailing services provided by EV2 Internet Kft.  
  

http://www.cnapel.hu/
mailto:info@cpanel.hu
https://cpanel.hu/gdpr/


 

4. RIGHTS OF USERS 

Users may be informed about the usage of their personal data, and can request the               
modification, erasure, restriction of these data. Users may post their request to the address              
specified in point 2. above.  

4.7. Reaction to requests 

Data Manager undertakes to perform the requests as soon as possible, at most within 30 days                
– in case of urgent requests, within 15 days. User will be informed about the state of their                  
request in writing.  

4.8. Enforcement 

Should the user feel that Data Manager does not react in a proper manner to their request,                 
enforcement can be request at the National Data Protection and Freedom of Information             
Agency ((1125 Budapest, Szilágyi Erzsébet fasor 22/c.;       
https://www.naih.hu/panaszuegyintezes-rendje.html) or file lawsuit according to Hungarian       
Civil Code. 

5. NOTIFICATION AND RESPONSIBILITY 
5.2. Form and time of notification 

All requests referred at point 4. shall be responded to electronically within 1 month.              
Depending on the number of concurrent requests or complexity of the request response time              
can be extended to another 2 months. Response by word of mouth will only provided upon                
identification of the User.  

5.3. Identification 

In special cases Data Manager will request identification of the User. This is done under the                
provisions of GDPR Act 5. (1) point f) 

5.4. Cost of notifications 

All notifications resulting from the execution of point 4. are free of charge. Should the request                
be unnecessarily repeated or the response requested is redundant, we retain our right to charge               
administrative costs.  

  

https://www.naih.hu/panaszuegyintezes-rendje.html


6. DATA FORWARDING 

6.1. Regarding social media 

Data Manager is also on social media (Facebook, Instagram), thus if User “follows” or “likes”               
these we will access their profile information. Data management with regards to these social              
media will be handled by the service provider.  

6.2. Regarding invoicing 

Data Manager provides data with regards to its invoicing to the National Tax and Customs               
Agency according to the laws.  
 
7. GOOGLE ANALYTICS  

7.1. Google Analytics 

Data Manager uses Google Analytics applications. Google Analytics uses so called “cookies”            
to enable analysis of the usage of the website of the Data Manager.  

7.2. Cookies 

User’s data created by cookies will be transmitted to one of Google’s servers and stored.  

7.3. IP-address forwarding 

Full IP-addresses are only forwarded to Google in special cases. These data will be used by                
Google to analyze how the User utilizes the website and to create reports.  

8. MISCELLANEOUS 

8.2. Usage for other purposes  

Usage of personal data for other purposes can only be done if the Data Manager requests                
permission form User informing them about the purpose and receives confirmation for this             
activity.  

8.6. Amendment 

Data Manager retains the rights to modify its official privacy policy at any time. Data               
Manager undertakes to keep its official privacy policy updated at all times.  

Applicable: 1st March 2020. 
Happy Bounce Bt. 
 

   

 


